RESILIA™ Cyber Resilience Courses
RESILIA™ is a framework of best practice, developed by AXELOS and supported by a qualification scheme, to build cyber resilience skills across an organization. Based on the Cyber Resilience Best Practices guide, it offers practical knowledge to enhance existing management strategies and help align cyber resilience with IT operations, security and incident management. Using the ITIL lifecycle it develops the skills and insight needed to detect, respond to and recover from cyber-attacks.

When a cyber-attack strikes it threatens the fundamentals of a good business – reputation, customer confidence and operational continuity. Knowing how to respond and recover effectively requires clarity and confidence through the cyber resilience of all of your people. That is because businesses don’t detect and protect from a cyber-attack – people do. Equipping people to react and act on cyber is critical for keeping the value of your business, within your business. RESILIA ensures this by keeping your reputation intact, customers close and operations up and running. 

RESILIA Foundation and Practitioner Certifications have been designed to support established IT control and business integration frameworks. It shows how these controls can be selected, deployed and managed in the best way enabling individuals to understand how they can contribute to good cyber resilience using the organization’s existing processes and standards.

RESILIA Foundation level is a three-day/20-hour course which helps individuals understand how operational decisions can have an impact on good cyber resilience. It shows how nurturing cyber resilience can support operational effectiveness and business efficiency.

RESILIA Practitioner level is an additional two-day/15-hour course which equips individuals with practical skills to achieve the best balance of risk, cost, operational benefits and flexibility within an organization.

The benefits of RESILIA certifications:

· Helps minimize any damage from a security breach and supports fast recovery

· Helps build cyber resilience into your existing processes.

· Helps establish a common language for cyber resilience across your organization

· Builds the confidence and insight to design and deliver cyber resilient strategies and services across your organization as well as with your customers and suppliers. 

Foundation Examination
The purpose of the foundation qualification is to understand how decisions impact good/bad cyber resilience. It has a comprehensive approach across all areas and teaches individuals how to make good cyber resilience an efficient part of business and operational management.

Target Audience
The qualification is aimed at professionals with responsibility for IT and security functions or risk and compliance operations within an organization.

Other core business areas including HR, Finance, Procurement, Operations and Marketing, will also benefit from having cyber resilience expertise within their teams, often including a local champion or mentor for all staff to refer to.

The RESILIA Foundation qualification provides an introduction to the key terms and benefits associated with cyber resilience and will enable individuals to demonstrate they understand and recognize best practice and know how to manage and address cyber risks.

Examination Format

· Multiple choice examination questions

· 50 questions per paper

· 100 minutes' duration

· Closed book.
Practitioner Examination
The purpose of the Practitioner qualification is to understand what effective cyber resilience looks like and what the risks and issues that can easily affect cyber resilience. Candidates will understand how to get the best balance of risk, cost, benefits and flexibility within an organization.

Target Audience

The qualification is aimed at professionals with responsibility for IT and security functions or risk and compliance operations within an organization.

Other core business areas including HR, Finance, Procurement, Operations and Marketing, will also benefit from having cyber resilience expertise within their teams.

The RESILIA Practitioner qualification teaches the practical skills needed to apply effective and beneficial cyber resilience, building on the understanding and demonstration of cyber resilience provided by the RESILIA Foundation qualification.

Examination Format

· Question and answer

· 50 questions per paper

· 135 minutes' duration

· Closed book
COURSE OPTIONS

· We offer the following learning alternatives:

· 3/5 day Foundation and Practitioner weekly Courses

· 3/5 day Virtual tutor-led Courses

· 3/5 day Corporate on-site Courses

· Online Courses

Course Fee Includes:

· Official Course Manual

· Pre-course material

· Accredited course with accredited industry-experienced trainer

· Best quality course materials

· Comfortable and conducive venues with good transportation links

· RESILIA Examination fees and Certificate

· Refreshments

· Free Foundation exam retake guarantee

Kindly visit our Resources page, www.trainingcreatively.com/resources.htm, for:

· Course Syllabus

· Candidate Exam Guidance

· White Papers

Do call us on 020 8500 4534 (UK) or email us on info@trainingcreatively.com for any other information you need. 

